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2. local switch is used as much as possible, if a single PSA UPF can serve sone/all PDU sessions.
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[bookmark: OLE_LINK3]FIRST CHANGE
[bookmark: _Toc11137148]5.29.3	PDU Session management
Session management as defined for 5GS in clause 5.6 is applicable to 5G-LAN-type services with the following clarifications:
-	A UE gets access to 5G LAN-type services via a PDU Session of IP PDU Session type or Ethernet PDU Session type.
-	A PDU Session provides access to one and only one 5G VN group
-	A dedicated SMF is responsible for all the PDU Sessions for communication of a certain 5G VN group and SMF selection is described in clause 6.3.2.
-	During PDU session establishment procedure, SMF retrieves UE subscripber data related to 5G-LAN type service from the UDM based on the DNN provided by the UE. In order to realize N19 traffic routing, SMF correlates the PDU sessions for the same DNN, corresponding to the 5G VN group.
-	When generating the corresponding N4 session rules, SMF creates the FAR and PDR based on the PDU session contexts of other group member UEs. SMF provisions the FAR and PDR for 5G VN communication to the UPF acting as PSA.
NOTE 1:	The network is configured so that the same SMF is always selected for a certain 5G-LAN group.
NOTE 2:	Having a dedicated SMF serving a 5G VN does not contradict that redundancy solutions can be used to achieve high availability.
-	A DNN is associated with a 5G VN group
-	The UE provides a DNN associated with the 5G VN group to access the 5G LAN-type services for that 5G VN, using the PDU Session Establishment procedure described in TS 23.502 [3], clause 4.3.2
-	During establishment of the PDU Session, secondary authentication as described in clause 5.6.6 and in TS 23.502 [3], clause 4.3.2.3, may be performed in order to authenticate and authorize the UE for accessing the DNN associated with the 5G VN group. Authentication and authorization for a DNN using secondary authentication implies authentication and authorization for the associated 5G VN group. There is no 5G VN group specific authentication or authorization defined.
-	The SM level subscription data for a DNN and S-NSSAI available in UDM, as described in clause 5.6.1, applies to a DNN associated to a 5G VN group.
-	Session management related policy control for a DNN as described in TS 23.502 [3], is applicable to a DNN associated to a 5G VN group. This includes also usage of URSP, for the UE to determine how to route outgoing traffic to a PDU Session for a DNN associated to a 5G VN group.
-	Session and service continuity SSC mode 1, SSC mode 2, and SSC mode 3 as described in clause 5.6.9 are applicable to N6-based traffic forwarding of 5G VN communication within the associated 5G VN group under the same SMF.
-	A PDU Session provides both unicast and multicast communication for a DNN associated to a 5G VN group. The PSA UPF determines whether the communication is for unicast or multicast based on the destination address of the received data, and performs unicast or multicast communication handling.

Second CHANGE
[bookmark: _Toc11137149]5.29.4	User Plane handling
User Plane management as defined for 5GS in clause 5.8 is applicable to 5G-LAN-type services with the following clarifications:
-	There are three types of traffic forwarding methods for 5G VN communication:
-	N6-based, where the UL/DL traffic for the 5G VN communication is forwarded to/from the DN;
-	N19-based, where the UL/DL traffic for the 5G-LAN communication is forwarded between PSA UPFs of different PDU sessions via N19. N19 is based on a shared User Plane tunnel connecting PSA UPFs of a single 5G LAN group.
-	Local switch, where traffic is locally forwarded by a single UPF if this UPF is the common PSA UPF of different PDU Sessions for the same 5G VN group.
-	The SMF handles the user plane paths of the 5G VN group, including:
-	The SMF may prefer to select a single PSA UPF for as many PDU sessions (targeting the same 5G VN group) as possible, in order to implement local switch on the UPF.
-	Establishing N19 tunnels between PSA UPFs to support N19-based traffic forwarding.
-	For Ethernet PDU Session, the SMF may instruct the UPF(s) classify frames based on VLAN tags, and to add and remove VLAN tags, on frames received and sent on N6, as described in clause 5.6.10.2.
NOTE:	For handling VLAN tags to traffic on N6, TSP ID could also be used as described in clause 6.2.2.6 of TS 23.503 [45].
Further description on User Plane management for 5G VN groups is available in clause 5.8.2.13.
When N6-based traffic forwarding is expected, the AF can influence the traffic routing for all the members of a 5G VN group, by providing DNAI(s) together with a 5G VN external group ID, as described in clause 5.6.7.

***** End of CHANGE *****

